
  
Abstract—An efficient automotive security system is 

implemented for anti-theft using an embedded system occupied 
with a Global Positioning System (GPS) and a Global System 
of Mobile (GSM). The client interacts through this system with 
vehicles and determines their current locations and status 
using Google Earth. The user can track the position of targeted 
vehicles on Google Earth. Using GPS locator, the target 
current location is determined and sent, along with various 
parameters received by vehicle’s data port, via Short Message 
Service (SMS) through GSM networks to a GSM modem that 
is connected to PC or laptop. The GPS coordinates are 
corrected using a discrete Kalman filter. To secure the vehicle, 
the user of a group of users can turn off any vehicle of the fleet 
if any intruders try to run it by blocking the gas feeding line. 
This system is very safe and efficient to report emergency 
situations as crash reporting or engine failure. 
 
Index Terms—Vehicle tracker, embedded system, GSM, GPS, 
Google earth, kalman filter. 
 

I. INTRODUCTION 
Despite the various technologies that have been 

introduced in recent years to deter car thefts and tracking it, 
It was reported that as many as cars were stolen yearly in the 
world. According to National Crime Information Center 
(NCIC), in 2006, 1,192,809 motor vehicles were reported 
stolen, the losses were 7.9$ billion. 

Several security and tracking systems are designed to 
assist corporations with large number of vehicles and 
several usage purposes. A fleet management system can 
minimize the cost and effort of employees to finish road 
assignments within a minimal time. Besides, assignments 
can be scheduled in advanced based on current vehicles 
location. Therefore, central fleet management is essential to 
large enterprises to meet the varying requirements of 
customers and to improve the productivity [1]. 

However, there are still some security gaps where these 
technologies don’t prevent a vehicle from theft, don’t assist 
to recover it and don’t allow the users to know the status of 
their vehicles. They can’t permit the owner to communicate 
with the vehicle online, even if the owner is certain that his 
vehicle was stolen. 

The proposed security system in this paper is designed to 
track and monitor vehicles that are used by certain party for 
particular purposes, also to stop the vehicle if stolen and to 
track it online for retrieval, this system is an integration of 
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several modern embedded and communication technologies 
[2]-[3]. To provide location and time information anywhere 
on Earth, the Global Positioning System (GPS) is commonly 
used as a space-based global navigation satellite system. 
The location information provided by GPS systems can be 
visualized using Google Earth. 

In wireless data transporting, GSM and SMS technology 
is a common feature with all mobile network service 
providers [4]-[5]. Utilization of SMS technology has 
become popular because it is an inexpensive, convenient 
and accessible way of transferring and receiving data with 
high reliability [6]. 

Fig. 1 shows the proposed system which consists of: GPS 
receiver, GSM modem, and embedded controller [7]. The 
users of this application can monitor the location graphically 
on Google Earth, can stop any vehicle of the fleet if it was 
stolen; they also can view other relevant information of each 
vehicle in the fleet [8]-[9]. 

 
Fig. 1. The block diagram of Security system 

 
As shown in Fig. 1, when the car starts running, the client 

receives a confirmation SMS that it is running now. If this is 
illegal operation or any intruders try to run the car, the 
owner can send SMS to switch off the car. Afterwards, the 
system will check the mobile number for received message, 
to confirm that the phone number could access the security 
system; if the phone number is legal the system will turn off 
the car. If the owner needs to track the vehicle, he/she have 
to send SMS contains special code, after that he/she will 
receive a SMS containing the GPS coordinates of the car, 
the SMS updating its content every predetermined period. 
Also the car owner can connect another GSM modem with 
laptop to track the vehicle immediately using Google Earth.   

The implemented tracking and security system can be 
used to monitor various parameters related to safety; 
antitheft, emergency services and engine stall. The paper 
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shows an implementation of several modern technologies to 
achieve a desirable goal of fleet monitoring and 
management.  
 

II.  STRUCTURE OF ANTI-THEFT TRACKING SYSTEM 
The system has two main units; the first is security unit 

which is embedded in the vehicle. This unit consists of: a 
GSM modem, GPS receiver, control relay, current sensor 
and Microcontroller as shown in Fig. 2 [10]-[12]. The 
current sensor will send an analog signal to the 
microcontroller when the car is running. The 
microcontroller will send SMS directly to the owner to 
confirm that. NC control relay contacts are connected with 
the hot line that powers the fuel pump and ECM. The 
microcontroller can send a signal to the relay to cut off the 
power, when received SMS contains code from owner 
mobile to stop it. The GPS Receiver retrieves the location 
information from satellites in the form of latitude and 
longitude readings in real-time.  

The Microcontroller processes the GPS information and 
transmits it to the user using GSM modem by SMS every 10 
minutes when the user asked that from the system by 
sending SMS contains code. The Microcontroller also reads 
engine parameters from vehicle data port (OBD-II) and 
sends them to the second module in the same SMS. The 
second module is a recipient GSM modem that is connected 
to a PC or a laptop.  The modem receives the SMS that 
includes GPS coordinates and engine parameters. 

 

 
Fig. 2. The structure of main unit of anti-theft system 

 
The modem receives SMS text that includes GPS 

coordinates, engine parameters, and vehicle engine status. 
This text is processed using a Visual Basic program to 
obtain the numeric parameters, which are saved as a 
Microsoft Office Excel file. To transfer this information to 
Google Earth, the Excel file is converted to KML (Keyhole 
Markup Language) format. Google Earth interprets KML 
file and shows vehicle’s location on the map. The system’s 
efficiency is dependable on the sufficiency of the used 
communication network. 
 

III.  VEHICLES RETRIEVAL  
When the car starts running, the client receives a 

confirmation SMS that is running now. If this is illegal or 
any intruders try to run the car, the owner can send SMS to 
switch off the car, Fig. 3. After words, the system will check 

the mobile number of the massage sender, to confirm that 
the phone number is legal or illegal to access the system; if 
the phone number is legal the system will turn off the car.  

 
Fig. 3. System assurance of remote access. 

 

IV. KALMAN FILTERING OF GPS COORDINATES  
A Kalman filter is used to correct factors influencing the 

accuracy of position determination include: satellite 
geometry, shifts in the satellite orbits, clock errors of the 
satellites' clocks, tropospheric and ionospheric effects and 
calculation errors [13]-[16].  

The filter is used to reduce GPS errors and thus increase 
the accuracy of the localization system [17]-[19]. In a GPS 
measurement system [Sxi Syi Szi] refers to ith satellite 
coordinates, [Gx Gy Gz] indicates GPS receiver coordinates 
and Ri represents satellite range as [Sx-Gx  Sy-Gy  Sz-Gz]. Also, 
pseudorange PRi is defined as [20]-[21]: 

 ܴܲ݅ = ට(ܵ݅ݔ − ݔܩ )2 + ݅ݕܵ) − ݕܩ )2 + ݅ݖܵ) − ݖܩ )2 + ݑܾ = |ܴ݅| + ݑܾ  
    (1) 

 
Where bu is receiver clock offset error. 

The state vector x of the system at time (k+1) are 
produced by: 

 
૚+࢑࢞    = ࢑࢞࢑∅ + ࢑࢝                                                           (2) 

 
where: φκ is the state transition matrix. The noise wk is a 
white Gaussian noise with zero mean and covariance Qk. 
The state vector is defined as: 

 
࢞  = ݔܩ] ݕܩ ݖܩ ݑܾ ]ܶ                                              (3) 
 

where: [Gx Gy Gz] indicates GPS receiver coordinates, bu is 
receiver clock offset error. The state transition matrix φκ is 
an identity matrix of 4×4.  The process measurement is 
defined as: 

࢑ࢠ  = ࢑࢞࢑ࡴ + ࢑࢜                                                           (4) 
 
Where Hk is the measurement matrix and noise vk is 

assumed to be Gaussian with covariance matrix Rk. vk has 
zero cross-correlation with wk. 
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The GPS receiver measurement vector for ith satellite 
includes the pseudorange PRi=|Ri|+bu as in (1). 
Linearization of the satellite range |Ri| about estimated GPS 
receiver coordinates, we find: 

 |ܴ݅| = ට(ܵ݅ݔ − ݔܩ )2 + ൫ܵ݅ݕ − ݕܩ ൯2 + ݅ݖܵ) − ݖܩ )2 ≈ ݅ݔܵ)− − ݔܩ |ܴ݅|ݔ෠ܩ( + −൫ܵ݅ݕ − ݕܩ ൯ܩ෠ݕ|ܴ݅| + ݅ݖܵ)− − ݖܩ |ܴ݅|ݖ෠ܩ(  
                 (5) 

 
Therefore, the measurement vector is: 

࢑ࡴ  = ቈ−(ܵ݅ݔ − ݔܩ )|ܴ݅|    −൫ܵ݅ݕ − ݕܩ ൯|ܴ݅| ݅ݖܵ)−     − ݖܩ )|ܴ݅| 1቉ 
            (6) 

 
The procedure is initiated by the assumption 

of and −0ݔ 0ܲ− : initial estimate of states and its 
error covariance respectively. The optimal Kalman gain Kk 
is utilized to achieve the update estimate of the pseudorange 
measurements  :and its error covariance Pk as ࢑ෝ࢞
 
࢑ࡷ  = ࢀ࢑ࡴ−࢑ࡼ࢑ࡴ]ࢀ࢑ࡴ−࢑ࡼ + ૚−[࢑෡ࡾ                                  (7) 
 
Then, the update estimate with measurement zk: 
 
࢑ෝ࢞  = −࢑ෝ࢞ + ࢑ࢠ) ࢑ࡷ −  (8)                                       (−࢑ෝ࢞࢑ࡴ
 
The error covariance is computed as: 
 
࢑ࡼ  = (૚ −  (9)                                                −࢑ࡼ(࢑ࡴ࢑ࡷ
 
The next state −૚+࢑ෝ࢞  and error covariance −૚+࢑ࡼ   is then 
calculated based on the current state estimate as in (10) and 
(11). 

−૚+࢑ෝ࢞  =  (10)                                                         ࢑ෝ࢞࢑∅

−૚+࢑ࡼ  = ࢀ࢑∅࢑ࡼ࢑∅ + ෡ࡽ  (11)                                             ࢑

The GPS accuracy is measured using 2DRMS (Twice 
Distance Root Mean Squared). The computation of 2DRMS 
is attained by:  ૛ࡿࡹࡾࡰ = ૛ ൬ට࢞࣌૛ +  ૛൰                                          (12)࢟࣌

where: σx, σy are the standard deviations of latitude and 
longitude respectively of the estimated coordinates by 
Kalman filter. 

The results showed 2DRMS accuracy in the in-vehicle 
GPS latitude and longitude measurements, Fig. 4. 
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Fig. 4. Latitude and longitude measurements for (a) in-vehicle GPS 
receiver and (b) corrected location based on Kalman filter. 

V.  HARDWARE SPECIFICATION 
The security unit, as shown in Fig. 5, consists of three 

main inputs: The first received input is the GPS output, 
which has a sentence based on NMEA 0183 standard. The 
second input is obtained by the vehicle data port, typically 
called ON Board Diagnostics port, version II (OBD-II). The 
unit sends an SMS using Hayes command (AT Command). 
The third is analog signal from the current sensor when the 
vehicle is running.   

 
Fig. 5. Block Diagram of tracking unit. 

 
On-Board Diagnostics port (OBD-II) is a universal 

automotive protocol supported by modern vehicles to 
retrieve diagnostic errors over a Controller Area Network 
(CAN) bus of the microcontroller (MCU) [22].The used 
GSM module is of type SIM900D, this module supports 
standard AT command and compatible with several GSM 
networks. Transmission parameters are set to: Baud rate is 
set at 19200 bps, the data is 8N1 format, and flow control is 
set to none.  

The GPS receiver is a MediaTek MT3329. The GPS 
module supports up to a 10Hz update rate. The 
microcontroller is the main operational unit of the tracking 
device. The GPS receiver collects the latitude, longitude and 
speed information and forwards them to the microcontroller 
[23]. 

The GSM module communicates with the microcontroller 
to send the information package to another GSM Module at 
the recipient station, all information appears on Google 
Earth after processing [24]. Fig. 6 shows the external view 
of the tracking unit. The tracking unit is designed to be 
powered by the vehicle battery. However, a power source is 
built-in the device as an emergency backup. 

 

 
Fig. 6. The tracking unit hardware implementation. 
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VI. SOFTWARE SPECIFICATION 
In our tracking system we used Google Earth software for 

tracking and viewing the status of the vehicle [25]. Google 
Earth currently supports most GPS devices. The engaged 
GPS Module has NMEA 0183 Protocol for transmitting 
GPS information to a PC. This protocol consists of several 
sentences, starting with the character $, with a maximum of 
79 characters in length. The NMEA Message to read data 
with both position and time is: $GPRMC. Therefore, only 
the $GPRMC information is used to determine the location 
of the vehicle to reduce SMS text. The status of the vehicle 
along with $GPRMC information is sent by the GSM 
modem of type MediaTek MT3329. 

Consequently, the recipient GSM, also has NMEA 0183 
protocol, receives the transmitted SMS to obtain GPS 
coordinates and status information of the vehicle. 

The received data is processed by a Visual Basic program 
to sort the data in an Excel sheet. The Excel file is exported 
to a KML file that is compatible with Google Earth program. 
Hence, Google Earth will view the location and status of the 
vehicle on the map by reading the KML file. Fig. 7 
illustrates the block diagram of the recipient module in the 
system.  

 
Fig. 7. The block diagram of the recipient module in the system. 

 
The KML file, developed for Google Earth, is used to 

save geographic data that includes navigation maps and 
other driving instructions. Based on included information in 
the KML file, Google Earth provides the ability to track an 
object and view the related information at any position as 
shown in Fig. 8. 

 

 
Fig. 8. Google Earth showing the location and engine parameters of the 

vehicle.  

VII. CONCLUSION 
In this paper, a low-cost vehicle tracking and monitoring 

system is presented. The application included a transmitting 
module which contains an embedded system to combine 
GPS and GSM devices to retrieve location and vehicle 
status information and send it to the other stationary module; 
the second part is the receiving module which collects the 
transmitted information by SMS and process it to a 
compatible format to Google Earth to view the location and 
vehicle status online. 

 

REFERENCES 
[1]  M. A. Al-Taee, O. B. Khader, and N. A. Al-Saber,“ Remote 

monitoring of vehicle diagnostics and location using a smart box with 
Global Positioning System and General Packet Radio Service,” in 
Proc. IEEE/ACS AICCSA, Amman, 2007, pp. 385–388. 

[2] J. E.Marca, C. R. Rindt,M.Mcnally, and S. T. Doherty, “A GPS 
enhanced in-vehicle extensible data collection unit,” Inst. Transp. 
Studies, Univ.California, Irvine, CA, Uci-Its- As-Wp-00-9, 2000. 

[3]  C. E. Lin, C.-W. Hsu, Y.-S. Lee, and C.C.Li, “Verification of 
unmanned air vehicle flight control and surveillance using mobile 
communication,”J. Aerosp. Comput. Inf. Commun., vol. 1, no. 4, pp. 
189–197, Apr. 2004. 

[4]  A. T. Hapsari, E.Y. Syamsudin, and I. Pramana, “Design of Vehicle 
Position Tracking System Using Short Message Services And Its 
Implementation on FPGA”, in Proc. Conference on Asia South 
Pacific Design Automation, Shanghai, China, 2005. 

[5]  X. Fan, W. Xu, H. Chen, and L. Liu, “CCSMOMS: A Composite 
Communication Scheme for Mobile Object Management System”, in 
Proc. 20th International Conference on Advanced Information 
Networking and Applications, Vienna, 2006, pp. 235–239. 

[6]  W. C. M. Hsiao, and S. K. J. Chang, “The Optimal Location Update 
Strategy of Cellular Network Based Traffic Information System”, in 
Proc.  Intelligent Transportation Systems Conference, Toronto, 2006, 
pp. 248-253. 

[7]  E. M. Tamil, D. B. Saleh, and M. Y. I. Idris, “A Mobile Vehicle 
Tracking System with GPS/GSM Technology”, in Proc. 5th Student 
Conference on Research and Development (SCORED), Permala 
Bangi, Malaysia, 2007, pp. 398-402. 

[8]  I. Lita, I. B. Cioc and D. A. Visan, “A New Approach of Automobile 
Localization System Using GPS and GSM/GPRS Transmission,” in 
Proc.  Int. Spring Seminar on Electronics Technology, 2006, pp. 115-
119. 

[9]  T. K. Kishore, T. S. Vardhan, and N. L. Narayana, “Vehicle Tracking 
Using a Reliable Embedded Data Acquisition Sysytem With GPS and 
GSM”, Int. Journal of Computer Science and Network Security, vol. 
10, no. 2, pp. 286-291, 2010. 

[10]  J. Xiao, and  Haidong Feng, “ A Low-Cost Extendable Framework 
For Embedded Smart Car Security System”, in Proc. Int. Conf. on 
Networking, Sensing and Control, Okayama, 2009, pp. 829- 833. 

[11]  V. Kulkarni, and L. N. K. Rao, “Embedded Car Security System on 
Face Detection”. in Proc. 2nd National Conference on Information 
and Communication Technology, New York,2011, no. 40. 

[12] M. Wolf, A. Weimerskirch, and T. Wollinger, “State of the art: 
Embedding security in vehicles”, EURASIP Journal on Embedded 
Systems, 2007, pp. 1-16. 

[13]  N. Kamarudin, and Z. M. Amin, “Multipath error detection using 
different GPS receiver's antenna," in Proc. 3rd FIG Regional Conf., 
Jakarta, Indonesia, 2004, pp. 1/11-9/11. 

[14]  T. E. Melgard, G. Lachapelle, and H. Gehue. “GPS Signal 
Availability in an Urban Area-Receiver Performance Analysis”. in 
Proc. IEEE PLANS'94, Las Vegas, 1994, pp. 1-7. 

[15]  R. A. Nayak, M. E. Cannon, C. Wilson, and G. Zhang, “Analysis of 
Multiple GPS Antennas for Multipath Mitigation in Vehicular 
Navigation”, in Proc. Institute of Navigation National Technical 
Meeting, Anaheim, CA, 2000, pp. 1-10. 

[16]  R. S. Rempel, and A. R. Rodgers, “Effects of differential correction 
on accuracy of a GPS animal location system”, Journal of Wildlife 
Management, Vol. 61, no. 2, pp. 525-530. Apr 1997. 

[17]  B. L. Malleswari, I. V. MuraliKrishna, and K. LalKishore, “Kalman 
filter for GPS Datum conversion”, Mapworld Forum, Hyderabad, Jan 
2007. 

[18] D. M. Mayhew, “Multi-rate sensor fusion for GPS navigation using 
Kalman filtering”, Ph.D dissertation, Dept of Elect. Eng., Virginia 

International Journal of Machine Learning and Computing, Vol. 2, No. 1, February 2012

91



Polytechnic Institute and State University, 1999. 
[19] T. Nypan, K. Gade, and O. Hallingstad, “Vehicle positioning by 

database comparison using the Box-Cox metric and Kalman filtering”, 
in Proc. Vehicular Tech. Conf., Birmingham, USA, 2002, pp. 1650-
1654. 

[20]  R. G. Brown, and P. Y. C. Hwang, Introduction to Random Signals 
and Applied Kalman Filtering, 3 ed: John Wiley & Sons, 1997. 

[21]  U. S. C. G. N. Center, "Navstar GPS User Equipment Introduction," 
United States Coast Guard Navigation Center, Tech. Rep., DoD Joint 
Program Office, September 1996. 

[22]  C. E. Lin, C. C. Li, S. H. Yang, S. H. Lin, and C. Y. Lin, 
“Development of On-Line Diagnostics and Real Time Early Warning 
System for Vehicles,” in Proc. IEEE Sensors for Industry Conf., 
Houston, 2005, pp. 45-51. 

[23] C. E. Lin and C. C. Li, “A Real Time GPRS Surveillance System 
using the Embedded System,” AIAA J. Aerosp. Comput., Inf. 
Commun., vol. 1, no.1, pp. 44-59, Jan. 2004. 

[24]  J. Lin, S. C. Chen, Y. T. Shin, and S. H. Chen, “A Study on Remote 
On-Line Diagnostic System for Vehicles by Integrating the 
Technology of OBD, GPS, and 3G,” World Academy of Science, 
Engineering and Technology, vol. 56, pp. 435–441, Aug. 2009. 

 [25]  National Marine Electronics Association, “NMEA 0183 Standard For 
Interfacing Marine Electronic Devices,” Version 3.01, January 1, 
2002. 

 
 
Montaser N. Ramadan. Mechatronics Engineer at Al-Balqa' Applied 
University in Amman, Jordan. His interests are in the fields of 

mechatronics design, automation and industrial solutions. He is a certified 
trainer in fields of electronics, embedded systems, Wireless 
Communication, GSM, GPS, Zigbee and robotics.  
 
Mohammad A. Al-Khedher received his BSc in Mechatronics 
Engineering from JUST, Jordan, MSc in Mechatronics Engineering from 
American university of Sharjah, UAE and PhD in Mechanical Engineering 
from Washington State University, USA. He worked as an Assistant 
Professor at Al-Balqa Applied University since 2007 at Department of 
Mechatronics Engineering. His research interests are: artificial intelligence, 
intelligent systems, nanotechnology and MEMS. He is a senior member at 
IACSIT.  
 
Sharaf Al-kheder is an Associate Professor and Department Head of Civil 
Engineering at the ALHOSN Univeristy. Al-kheder completed his Ph.D. in 
Civil Engineering at Purdue University (West Lafayette Campus) in 2006 
and his Master’s and Bachelor’s degrees in Civil Engineering at Jordan 
University of Science and Technology in 2002 and 2000, respectively.     
His main research interests lie in the areas of traffic safety studies, traffic 
and transportation systems assessment, Geomatics tools (GIS, GPS, 
Remote Sensing) application in traffic and transportation engineering, and 
pavement management systems (PMS). In recent years he has focused on 
using modern IT techniques for developing scenarios for a better traffic 
flow management and to reduce traffic accidents risk and severity.  
Al-kheder has published over than twelve peer-reviewed journal papers and 
more than ten conference papers. He is a member of a number of scientific 
and professional international societies. He is the recipient of the ESRI 
Award for Best Scientific Paper in GIS, 1st place award, USA, 2009.   

 

International Journal of Machine Learning and Computing, Vol. 2, No. 1, February 2012

92




